
WAWF Registration 
Go to https://wawf.eb.mil/ and click on “Register” 

 
 
Read and agree to terms and conditions, click “Agree” 

 
 
  

https://wawf.eb.mil/


Select user type (Government, Government Support Contractor, or Vendor) and select module(s) to 
register for, click “Next” 

 
 
Fill out user profile and click “Next” 

 
 
  



Fill out supervisor information and click “Next” 
Note: An email will be sent to the provided supervisor email address, please ensure that it is correct 

 
 
Select Role(s) 

 
 
 
  



Enter information for iRAPT role, click “Save” 

 
 
Add any additional roles, if applicable, and click “Next” when finished 

 
 
  



Select access method (most users should be “Common Access Card”), click “Certificate Login” 

 
 
Select certificate, enter PIN which will take the user to the statement of accountability, go to the bottom 
of the page 

 
 
  



Enter organization and click “Signature” 

 
 
Select certificate and receive a success message 

 
 
An email approval request will be sent to the supervisor. 
  



The user receives an email status update after self-registration 

 
 
Supervisor Approves  
After the supervisor approves the request, the user receives another status update email 

 
 
  



If the request was rejected the user can go to https://wawf-gt.nit.disa.mil/ and log on 

 
View Request Status: New users who were originally rejected can log in as a pending user and add 
justification comments and resubmit their original access request to their supervisor.   

REVIEW_REQUIRED: Supervisor needs to approve/reject electronic DD2875 
APPROVER_REJECTED: User can add a justification and resubmit request or self-register for a 

different role, if necessary 
APPROVER_ACCPTED: Supervisor approved DD2875 and now the Group Administrator (GAM) 

needs to activate the account 
ACTIVE: User role is active 

Add Roles: To completely change their access request the user will need log into the pending page and 
click the Add Roles icon.  A new request will need to be submitted. 
Supervisor Information: The user also sees the option to change their supervisor info and resubmit their 
access request to the correct supervisor, if needed. 
 
Who is my GAM? The Group Administrator (GAM) needs to activate the account. To find a GAM for a 
given DoDAAC go to the “GAM Lookup” https://wawf.eb.mil/xhtml/unauth/help/help.xhtml 
 
After role activation by the GAM, the user will receive a status update email. 
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